
ISSN – 2344 – 2158 

 

ACCURACY OF A FACE ANALYSIS SYSTEM IMPLEMENTED IN 

PROCESSING 
 

Grigore-Adrian Iordachescu 
University of Pitești, Romania 

adi_iord@yahoo.com 

 

 
Keywords: face analysis, age detection, gender detection, Processing, neural networks 

 

 
Abstract: This paper aims to measure the accuracy of a face analysis system, implemented in 

Processing using deep neural networks. The face analysis targets age and gender identification. If 

proven efficient, such a system can be used in on-line security applications. The tests are 

implemented using an on-line image dataset, containing hundreds of different faces in over 4000 

different poses. The resulting accuracy of the system is expounded as a function of age. For age 

identification, the accuracy of the system was 48% across all age groups, while for gender 

identification the measured accuracy was 80%. 

 

 

1. INTRODUCTION 
 

Computer vision is an umbrella term 

which spans a great array of techniques and 

technologies which aim to bring the capabilities 

of human vision and human visual processing to 

the world of computers. It can refer to simple 

applications such as QR code reading [1], 

fingerprint recognition [2], SnapChat filters [3], 

Magic Wand tool in Photoshop [4] or it can refer 

to complex applications like face recognition [5], 

assistive medical diagnosis [6], egomotion [7], 

driver-less cars [8], soccer match statistics [9] 

and so on. The huge array of applications makes 

this field a hot spot for research. One of its most 

important areas of research is the field of face 

recognition, having found uses in forensic 

science, state control, home security or on-line 

security with its most important challenge, 

prevention of child pornography [10]. In this 

context, this paper aims to test a system for age 

and gender identification on the basis of face 

analysis. This type of systems can be used for 

on-line security to protect the access of children 

to certain sites or for any other form of age or 

gender-based verification system, like for 

example on dating sites. This paper does not 

intend to create a novel classification algorithm, 

but only to test an already optimized classifier. 

The tests will be using an on-line database of 

over 4000 images. 

 The biggest challenge in testing a face 

analysis system is finding the right dataset of 

images. Datasets of faces in real world scenarios 

are difficult to come by because of copyright 

laws. Assembling a collection of such images 

under varying levels of noise, brightness and 

tilting angle is thus a painstaking task. One such 

image collection is the Adience database, found 

at the Open University of Israel Face Image 

Project [11-14]. The photos assembled in this 

collection are taken using smart-phones in real-

world scenarios and uploaded by their respective 

authors on Flickr under the Creative Commons 

license. The faces presented in this collection 

have been cropped and tilted at varying angles 

relative to the raw images. In total, the subset 

chosen for the tests described later in the present 

paper contains 4484 images obtained from 481 

unique faces. From this subset a further 

screening permitted the removal of all the photos 

for which the age of the subject was unknown or 

was outside of the targeted age intervals, arriving 

at a total of 3888 images containing 460 unique 

faces. 

 Before proceeding to the next sections of 

this paper, in which the face analysis system is 

presented and tested, a few introductory words 

are warranted about the environment on which 

the system is implemented. Processing is an 

integrated development environment (IDE) 

running on Java and containing many libraries 
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with uses in computer vision [15]. For example, 

the Video library allows processing of video 

streams from computer or webcam. This can be 

used to access the local webcam in on-line 

security applications, before establishing the 

identity or age of the person looking into the 

webcam. Another useful library found in 

Processing IDE is the OpenCV library, one of 

the most comprehensive libraries for real-time 

computer vision applications [16]. But the most 

useful library for the field of face detection, used 

to implement the face analysis system described 

in the next section, is the DeepVision library 

[17], which uses the power of deep neural 

networks in many vision related tasks, like object 

detection and classification, gesture recognition, 

emotion detection, etc. 

 Similar efforts have been made to 

measure the neural networks accuracies in 

detecting ages [18] or gender [19]. In the first of 

these papers [18], a state of the art pre-trained 

deep Convolutional Neural Network (VGG-Face 

CNN) was used on a photo database different 

from the one on which the training was 

performed. The VGG-Face CNN was initially 

trained for face recognition but was modified by 

the authors for age classification. Another pre-

trained convolutional network (GoogLeNet 

CNN) initially trained for image classification 

was also modified by the authors for age 

classification. The database on which the tests 

were performed is a larger subset of the Adience 

database also used in the present paper. The 

resulting accuracy for age classification varies 

wildly across age groups, with an obtained 

average accuracy of 45% for GoogLeNet CNN 

and of 60% for VGG-Face CNN [18]. In the 

second paper [19] the authors devised a method 

based on a multi-purpose neural network 

architecture named MobileNets and obtained a 

very accurate gender recognition system with an 

accuracy of over 98% when faced with a simple 

photo dataset, and an accuracy of 84.49% when 

faced with the very challenging Adience photo 

database also used in the present paper. An 

exhaustive review of gender classification using 

face images [20] shows that gender classifiers 

can arrive at accuracies varying from 88% to 

99.3%, but the photos datasets used in the 

reviewed papers do not use real-life challenging 

photos as the one used in the present paper. For 

example, the 99.3% gender accuracy was 

obtained when using a KNN classifier on the 

Stanford University Medical Student (SUMS) 

frontal facial images database. The way a photo 

database is chosen has a large influence on the 

measured accuracy of an age or gender 

classification system. 

 

2. FACE ANALYSIS SYSTEM 
 

The application whose efficiency is aimed 

to be measured in the current paper is a 

benchmark application in Processing. Similar age 

and gender detection systems are to be found in 

the examples included with the DeepVision 

library of Processing. The standard application 

was slightly modified as in the logical flow 

diagram of Fig. 1, for to include automatic 

loading of new images and a comparator 

between the answer given by the neural network 

used to detect age (or gender) and the real 

answer. The real age and gender for each photo 

were found in a text file included with the 

original images dataset downloaded from the 

Open University of Israel Face Image Project 

[11]. 

 First stage of the program (Fig. 1) is the 

importing of necessary libraries. The only library 

needed is DeepVision. Because the program uses 

images which are on the local drive, there is no 

need for the Video library. Next step is the 

declarations and initializations of variables. This 

step includes the instantiation of the DeepVision 

class. This class has many member functions 

which can automatically create classifiers using 

already trained deep neural networks. For 

example, if one needs a general object detection 

and classification, one can use the member 

functions .createYOLOv3() or .createYOLOv4() 

to generate an already trained classification 

neural network of the YOLO (“You Only Look 

Once”) type. For the present application, there is 

no need for such a classifier. The DeepVision 

class member functions which are needed are 

instead .createCascadeFrontalFace() for a face 

detection algorithm based on a neural network, 

.createGenderClassifier() for a gender classifier 

based on a neural network and 

.createAgeClassifier() for an age classifier. The 

classifiers defined previously will be setup at the 

next stage of the flow diagram. Then each image 

in the dataset folder is loaded and analyzed. 
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Fig. 1 Logical flow diagram for the face analysis 

testing system 

For each image the first DeepVision 

algorithm used is for face detection. If no face is 

detected in the image or if more than one face is 

detected, then the algorithm goes to the next 

image in the dataset. If only one face is detected, 

then the algorithm can use the age classifier (or 

the gender classifier respectively). If the age is 

correctly detected by comparison with the 

information found in the text file of the dataset, 

then the counter memorizing the number of 

correct answers is increased. If the age is not 

correctly detected, the counter memorizing the 

number of false answers is increased instead. 

 

3. RESULTS 
 

The initial image dataset contained 4484 

different images. From this dataset all photos of 

faces for which the age was unknown were 

removed. The rest of the photos were divided in 

8 different groups according to age, expressed in 

years: (0-2), (4-6), (8-12), (15-20), (25-32), (38-

43), (48-53), (60-100). As it can be noticed, the 

span between two consecutive age groups must 

be large enough to clearly differentiate the two 

groups. All images with faces whose ages were 

in the borders between two consecutive groups 

were also removed from the dataset. The final 

result is a set of 3888 photos of 460 different 

faces whose age distribution is that of Fig. 2. 

Because some of the faces appeared in more 

photos than others, the distribution of photos by 

age group (Fig. 3) is different than the 

distribution of faces by age group (Fig. 2). 

In Fig. 4 one can notice the measured 

accuracy of the answers regarding the age of 

faces in the photos for two cases: a. for the age 

classifier implemented with neural networks in 

Processing (solid blue) and b. for a random-

answer algorithm which chooses one of the age 

intervals with equal probability (hatched yellow). 

The problem with this specific analysis is that the 

number of photos in each age group (Fig. 3) has 

a direct influence on the accuracy of the answers 

in both cases. It is obvious that when choosing an 

age group having more photos in the dataset the 

answers will be true more times than when 

choosing an age group having fewer photos in 

the dataset. But what can be noticed is that 

accuracy is always higher for answers given by 

age classifier than for answers given randomly. 

And this statement is valid across all age groups.  

 
Fig. 2 Distribution of available faces by age groups 

 

 
Fig. 3 Distribution of available photos by age group 
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Another thing worth noting is that the 

increase in efficiency between the random 

algorithm and the age classifier is highest for [0-

2] and [60-100] age groups. On the horizontal 

axis of Fig. 4 the age groups correspond to the 

age groups returned as answers by the 

algorithms, and not the real age groups of the 

analyzed faces. If one makes the weighted 

average of the accuracies measured for the age 

classifier in Fig. 4, the result obtained is 48%. If 

one makes the weighted average of the 

accuracies measured for the random classifier in 

Fig. 4, the result obtained is 12.5%. The weights 

in these calculations are the number of times an 

age group is chosen by each algorithm. 

If on the contrary, an analysis is done from 

the point of view of the real age groups of the 

analyzed faces, then the measured accuracy is 

represented in Fig. 5. In this figure, the age 

groups on the horizontal axis represent the real 

age groups of the faces and thus this analysis 

answers the question “What is the probability 

that the algorithm will give us the right age for a 

person appearing in the photo?” The advantage 

of this type of analysis is that the measured 

efficiency is not directly influenced by the 

number of photos in each age group. As in the 

previous example, the measurements were done 

in two scenarios: for the age classifier 

implemented with neural networks (solid blue) 

and for a random type answering algorithm 

which chooses one of the age intervals with 

equal probability (hatched yellow).  An 

interesting fact is that if one makes the weighted 

average of the accuracies measured for the age 

classifier in Fig. 5, the result obtained is still 

48%, the same accuracy calculated earlier when 

discussing the confidence in the answers returned 

by this classifier (Fig. 4). If one makes the 

weighted average of the accuracies measured for 

the random classifier in Fig. 5, the result 

obtained is still 12.5%, the same value as for the 

average calculated in Fig. 4. For the case of Fig. 

5 the weights used for averaging are the number 

of faces in each age group (Fig. 3). It can be said 

that on average, the accuracy in finding the right 

age is increased by using the age classifier, from 

12.5% by randomly choosing one of the 8 

groups, to 48% for the case of the age classifier. 

Another interesting fact of Fig. 5 is that 

the probability for a right answer is not 

uniformly increased for all age groups relative to 

the random algorithm. 

 
Fig. 4 Probability an answer is correct when testing 

the Adience photo dataset: solid blue - answer is 

given by age classifier; hatched yellow - answer is 

given randomly 

 
Fig. 5 Probability the real age is determined when: 

answer is given by age classifier (solid blue); answer 

is given randomly (hatched yellow) 

It can be noticed that the age classifier is 

most accurate for recognizing certain age groups: 

(0-2), (4-6) and (25-32). For example, for the age 

group (0-2) it can be noticed that an answer for 

this age group is true 80% of the time in the 

given dataset (Fig. 4) and a person having this 

age is recognized by the classifier 65% of the 

time (Fig. 5). For the next age group (0-4) an 

answer indicating this age group is true 40% of 

the time (Fig. 4) while a person of this age group 

is correctly recognized 65% of the time (Fig. 5). 

The results after measuring the efficiency of the 

gender classifier are presented in Fig. 6. It can be 

seen that across all age groups the gender 

classifier (solid blue) is more efficient than a 

random answer (hatched yellow) in recognizing 

the gender of the person in a photo. The accuracy 

of the classifier is almost constant on all age 

groups and restricted to the 70%-90% interval, 

which is not similar to the human experience of 

evaluating the gender, whose efficiency has a 

sharp decrease when evaluating babies (0-2 age 

group). 
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Fig. 6 Probability that a person’s gender is correctly 

identified as a function of the age of that person, for 

two cases: solid blue - answer is given by gender 

classifier; hatched yellow - answer is given randomly 
 

4. CONCLUSIONS 
 

This paper presents the process and the 

results for measuring the accuracy for two 

benchmark classifiers based on neural networks. 

The classifiers for age and gender are included in 

one of the libraries of Processing IDE (the 

DeepVision library). The classifiers themselves 

are already optimized and there is no way for the 

user to modify the number of layers or the 

number of nodes of the neural networks. Besides, 

the networks are already trained, so the weights 

of the networks are also fixed. Before using these 

optimized classifiers in on-line security 

applications, one must first know their accuracy. 

As there is no information regarding these 

accuracies in the literature, this paper fills this 

deficiency by a series of measurements applied 

on a real-life and thus challenging faces dataset. 

After measuring the accuracy of the age 

classifier, it was inferred that it is best used for 

targeting persons of certain age groups: (0-2), (4-

6) and (25-32) for which the algorithm identifies 

the correct age in more than 60% of cases (Fig. 

5). Across all age groups, the algorithm has an 

average accuracy of 48%, similar to the 

accuracies (45% and 60%) of other neural 

networks which were tested on similarly difficult 

real-life photo databases and which were cited in 

the introduction [18]. The accuracy of the gender 

classifier is relatively uniform and has an 

average of 80.3% across all age groups, always 

higher than the random-guess approach which 

has 50% accuracy (Fig. 6). This result is also in 

tune with the 84.49% accuracy obtained using a 

state-of-the-art gender classifier tested on the 

same type of real-life photos as those of the 

present paper [19]. 
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